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Instruction to restore access to the mBank CompanyNet 
system to users blocked due to security reasons

1. Customer details

1.1 Customer name

1.2 Account number (for identification purposes)

2. Data of the mBank CompanyNet system user whose access is to be restored:

No. First and last name of the mBank CompanyNet system user ID (fixed identifier)

1.

2.

3.

4.

5.

We represent that: 
■ Malware was removed from infected computers used by users to log into the mBank CompanyNet system.
■ Transfers ordered or modified up to 7 days prior to receipt of the information about possible infection of computers with malware (in all the 

stages of execution) in the mBank CompanyNet system were verified in terms of correctness.

................................................................................................................................................................
Company stamp and signatures of persons authorised to submit 

statements of will regarding proprietary rights and obligations on 
behalf of the Customer

................................................................................................................................................................
Company stamp and signature(s) on behalf of mBank S.A.

The identities of the persons who signed the Agreement and the documents submitted have been verified

................................................................................................................................................................
Place, date, name stamp 

and signature of the Bank’s employee
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